Biotics Tracker Patch 0009 –08/20/2007

Overview:

This file contains all changes to the Biotics Tracker database schema, data content, and security configuration made between 11/01/05 and 08/02/06.  Instructions for running this script are included below.  You must apply this patch to your database in order to have the most current database configuration.  

If you have any questions regarding this patch or the nature of the changes, submit an issue to the product support database.  Please reference the specific patch component that you have questions about.

Because of the diverse nature of the changes in this patch, it has been divided into several components.  Each component is independent of the others, meaning that you can perform them in any order. No users should be in the system when the patch is being run. 

Depending on when your program was installed with Biotics 4, you may already have some of these changes in your database.  As each of these changes was performed on the Central production database, they were incorporated into all subsequent data conversions and installations.  The patches have been constructed so that they can be run even if the items to be changed have already been changed.  For example, if you already have the new index IMPORTED_AUDIT_ID1, you will get an “ORA-00955: name is already used by an existing object” message when you run this patch.  This is simply telling you that the index already exists in your database, so you can ignore this message.  Any other error messages should be investigated before going any further. Search for the string “ORA-“ to find errors in the log file.

Before performing any of these changes, you should do the following:

· Read through these and any other accompanying instructions carefully

· Back up your database, or have done so in the recent past

· Run any other Biotics patches that may be needed in your database.  If you are unsure as to which patches have been run in your database, please refer to the KnowledgeBase folder Biotics Tracker 4\Patches and read the card titled ‘How can I tell which patches I need to apply?’
#1.  Biotics_update_0009_del.sql:  This patch contains several changes to the both the regular and the deleted database schemas.  The first step will be to make the changes to the deleted schema.  This script can be run directly in SQL+ by a data administrator.  You must be logged in as biotics_del or whatever the name of your deleted schema is, not as sys or system.  You cannot run this script logged in as the biotics_user.

Please note that this script should be run in SQL+, not the SQL+ Worksheet.  

Run the script with the following command: 

@<path name for file>\biotics_update_0009_del.sql

The script will automatically spool the output to a file named biotics_update_0009_del.log so that you may review any errors.  You will be prompted to supply the path for that file ('Enter path for scripts and update log w/o last back slash):'  

Once the script has finished execution, open the spool file and make sure everything was performed without errors.  
#2. Biotics_update_0009_reg.sql:  This script can be run directly in SQL+ by a data administrator.  You must be logged in as biotics_user, not as sys or system.  If you are logged in as biotics_del or system, you must log out and log back in as the biotics_user in order to run this script.
Please note that this script should be run in SQL+, not the SQL+ Worksheet.  

Run the script with the following command: 

@<path name for file>\biotics_update_0009_reg.sql

The script will automatically spool the output to a file named biotics_update_0009_reg.log so that you may review any errors.  You will be prompted to supply the path for that file ('Enter path for scripts and update log w/o last back slash):'.

The changes in this script are listed as follows:

	Item
	Description

	BT3987
	Enlarge display_value widths for tables D_BASIC_EO_RANK, D_ENDEMISM , and D_JURIS_ENDEM

	TT3562
	Create new index on IMPORTED_AUDIT table for Exchanger

	BT 3629
	Enlarge COMMUNITY_EO_SPECS.minimum_size_com to VARCHAR2(4000).

	BT3630
	Enlarge COMMUNITY_EO_RANK_SPECS.condition_rating_specs_just to VARCHAR2(4000).

	BT3865
	Correct some domain values in D_LIFEFORM domain table.


Once the script has finished execution, open the spool file and make sure everything was performed without errors.  

#3.  Changes to Security Configuration:  There is one change to the security configuration.  This change will enable the Tools – Copy option in the Source Feature window, allowing users to copy Source Feature records within the Source Feature window.  If the Copy option on the Tools menu in the Source Feature window is enabled, that is, not grayed out, you can skip this section of the patch.  If it is disabled, or grayed out, you can enable it with the following steps:

1. Logon to the Administrator tool and open the Functions window.

2. Select “Tracker” in the Application dropdown box and Source Feature as the Category.
3. Select Edit Source Feature non-Mapper fields and click the "Edit" button.

4. In the TOP portion of the window (Control List), scroll down to SrcFeatDetails and expand it by clicking the +.

5. Scroll down to mnuToolsCopy, highlight, and click the DOWN arrow to add it to the list in the lower half of the window.

6. Hit OK to save the change.  

7. While still in the Functions window, select Biotics – Mapper as the category

8. Highlight the Source Feature Fields function and hit Edit

9. In the LOWER portion of the window, expand the folder for SrcFeatDetails.

10. Locate the mnuToolsCopy item, highlight it and click the UP arrow to remove it from this function. {NOTE: If you don't find it here, that's OK. Just go on with the next steps.}
11. Hit OK to save the change.

12. With category still Biotics – Mapper, select Create a Source Feature and click "Edit."

13. Expand SrcFeatDetails in the bottom box (Selected Controls) and highlight mnuToolsCopy. Click the UP arrow to remove it.

14. Click OK to save the change.

15. Exit the Functions window and close out of Administrator.

The next time you log into Tracker, the Copy option in the Tools menu of the Source Feature window should now be enabled to anyone who has edit access to Source Feature data.

#4.  Cleanup:  After performing the database changes, you must recompile objects that have become invalid.  To identify and recompile ALL database objects that may have become invalid, perform the following steps:

1. Logon to SQL+ as the regular schema user, which is usually biotics_user.  You must be in SQL+, not the SQL+ Worksheet. 
2. At the SQL> prompt, enter: 

@<path name here> check_invalid.sql

You will be prompted to provide the path for that file. 

The script will create a new script named recompile_invalid.sql, place it on the path that you have designated, and will then automatically run that script.  

3. Once the file has completed running, check to see if any invalid objects remain. Enter the following query:

select count(*) from user_objects where status = 'INVALID';

If you receive any number greater than 0, repeat Step 2.  You may need to run this script several times in order to compile all invalid objects.

 If you have any objects that can’t be compiled or any other types of error messages, contact Product Support by opening an issue in the Product Support database.  Be sure to attach the output log to the item.

When you have no more invalid objects, you should rebuild the database statistics so that you will have optimum performance.  Run the following lines in SQL+:

Logged on as the biotics_user, enter:

exec dbms_stats.gather_schema_stats (ownname => 'BIOTICS_USER', cascade => true);

Logged on as the biotics_del user, enter:
exec dbms_stats.gather_schema_stats (ownname => 'BIOTICS_DEL', cascade => true);

Depending on the size of and level of activity in your database, the above statements could take anywhere from 2 to 45 minutes to run.  
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